**Виды опасных сообщений в сети**

В настоящее время участились случаи распространения опасного контента в интернете. Злоумышленники распространяют в социальных сетях и мессенджерах экстремистские идеи и активно вовлекают молодежь в преступную деятельность.

Рекомендуем не вступать в диалог с подозрительными личностями и сообщать о подобных случаях в правоохранительные органы.

Как не дать вовлечь ребенка в противоправную деятельность через соцсети и мессенджеры?

**Виды опасных сообщений**

Заранее расскажите детям об угрозах в интернете

* Призывы к совершению противоправных действий
* Инструкции по изготовлению взрывчатки и оружия
* Распространение экстремистских идей и пропаганды
* Угрозы или шантаж
* Подозрительные подработки

**Как реагировать на такие сообщения?**

* Ни под каким предлогом не отвечать и не вступать в переписку с преступником
* Не пересылать сообщения
* Сохранить переписку как доказательство и заблокировать аккаунт отправителя
* Передать сведения в правоохранительные органы

**Ребенок вступил в переписку с преступником: что делать?**

* Поговорите с ребенком о необходимости прекратить общение во всех мессенджерах
* Помогите заблокировать аккаунт отправителя
* Выясните какие личные данные узнал злоумышленник, какие просьбы или задания были выданы ребенку
* Убедите ребенка, что он в безопасности и выясните как ему угрожали
* Обратитесь за помощью к педагогу-психологу
* Находитесь постоянно в контакте с ребенком, не оставляйте его в одиночестве

**Поступило предложение о совершении преступления: куда звонить?**

Единый номер вызова экстренных служб - 112

Горячая линия МВД России - 8(800)222-74-47

Горячая линия психологической помощи МЧС России - 8 (800) 775-17-47